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Does your cannabis How does your business ensure
provisioning center have the safeguarding of both your

/ structured data security and business’s information and the
privacy policies and controls personal information collected

in place? and stored from your
customers?
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What actions would need tok/ What data security risks

take place if customer does your business face,
personal data was breached, both from internal and
misused, or lost? Are these external sources?

requirements identified by
State, when applicable?
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How does your retail business
answer these questions?

When considering data security and privacy
policies and procedures, cannabis retailers may
benefit from a strong and thorough approach.

Considering the data collected, stored, and

accessed by provisioning centers, and the threat
of both inside and outside gain from misuse of
this information, it is important to be proactive.

Continue to >>>
learn more




Some of the sensitive information
collected and stored by cannabis retailers
includes personal identification
information, patient information, financial
card information, and private and
confidential information.

A lack of federal regulation over many
customer payment processing solutions
currently available may also contribute to a
lack of compliance with otherwise required

data security and privacy controls.
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To learn more about these topics and how
we can help your business with its data
security and privacy policies, control
documentation, and resources to consider,
please reach out using:

LEACIF.com/Contact
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